
Creative Visions, LLC is a full-service Information Technology agency. We support our cients by developing end-to-end 
solutions using emerging technologies. With our team of experts, we will also protect your people, your data, and your 
organization against advanced threats and compliance risks. Our capabilities include, but are not limited to:

• Risk and Vulnerability Assessments
• System Security Plan (SSP) Development
• Cyber Threat Analysis
• Incident Response and Mitigation
• Hardware Asset Management (HWAM)
• Endpoint Detection & Response (EDR)

• Help Desk Support
• Graphic Design and Website/Software Development
• Penetration Testing
• Data Analysis
• IT Governance
• Build and Deploy SIEM Solutions

HHS Administration for Strategic Preparedness and Response (ASPR) Office of Information Technology (OIT)   Responsible 
for planning, designing, and implementing Zero Trust Architecture by identifying vulnerabilities, gaps, and risks within the 
current framework. We assist with defining policies and procedures to ensure the organization’s network meets industry 
standards as well as implementing a robust Identity and Access Management (IAM) solution to manage user identities, 
privileges, and access controls.

Pension Benefit Guaranty Corporation (PBGC)Pension Benefit Guaranty Corporation (PBGC)   Provided subject matter experise in the development of modeling 
Enterprise IT Governance processes and graphic design, representations, and visual aids to support the Enterprise IT 
Governance team utlizing tools such as Adobe Creative Cloud Suite, Visio, PowerPoint, and more. 

Department of Homeland Secuirty (DHS) - Multiple Contracts.Department of Homeland Secuirty (DHS) - Multiple Contracts.   Servicing networks for several federal agencies providing 
vulnerability management of the DEFEND E continuous diagnostics and monitoring (CDM) solution delivering 
cybersecurity capabilities and tools that assess and identify cyber risks on an ongoing basis, prioritizes those risks, and 
enables personnel to mitigate the risks. We are responsible for analyzing, designing, programming, installing, and 
maintaining cybersecurity tools, repairing hardware, collaborating with IT teams, performing upgrades, monitoring 
computer systems, and providing help desk support to non-technical staff. 

Bureau of Engraving and Printing (BEP) OCIITS Cybersecurity Support ServicesBureau of Engraving and Printing (BEP) OCIITS Cybersecurity Support Services   Support Services to include tasks such as 
performing Security Incident Event Management (SIEM) services aligned with NIST standards; architecting and 
managing cybersecurity tools; analyzing, designing, and implementing security plans and procedures. We are 
responsible for reporting any known vulnerabilities and_ recommending remedies, identifying risks to the production 
environment associated with system additions, changes, or modifications. 

Technology: We focus on developing robust, secure, and stable technology solutions for organizations. By 
incorporating common sense solutions into seemingly daunting deliverables, we can ensure at the start of the 
project that we will safely deliver the product to completion.

Quality: Quality and customer satisfaction are monitored, and problems are resolved quickly. Creative Visions 
is reliable, performs highly and is prepared to do this for every contract.

Our People:Our People: Creative Visions is located in the Washington, DC Metropolitan Area, and our people have 
extensive experience providing services for the federal Government. We are loyal to our customers and 
committed to surpassing all requirements and expectations.


